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1. Introduction

This manual describes the features and operation of the HyNEX DeskLINK Local Area Network (LAN) / Wide Area Network (WAN) device.  It applies to DeskLINK software Version Ds-2j or later. 

The DeskLINK is a standard Institute of Electrical and Electronic Engineers (IEEE) 802.1d compliant Ethernet learning bridge.  It provides the user with the ability to connect remote Ethernet segments and Frame Relay ports through the use of an Asynchronous Transfer Mode (ATM) network.

The ATM network (either public or private) is accessed through the use of commercially available T1 and E1 links.  The DeskLINK supports complete T1 Data Service Unit (DSU) / Channel Service Unit (CSU) functionality as well as an E1 G.703 interface.

Frame Relay network can also be accessed via the V.35 port. DeskLINK s/w provides the Frame - Relay ATM Network interworking - FRF.5  which enables to carry Frame Relay Traffic over ATM. Later S/W versions will support Frame - Relay ATM Service interworking  Function - FRF.8.

1.1 What is ATM?

ATM is a very high speed technology used for telecommunications transmission.  It makes use of high bandwidth, low-delay, packet-like switching and multiplexing techniques.  ATM traffic is sent in the form of fixed-length 53-byte cells, consisting of a header and information fields.  ATM has been selected by the CCITT to serve as the basis for the future Broadband Integrated Services Digital Network (B-ISDN) because of its flexibility and suitability for both transmission and switching.

Another advantage of  ATM is its uniform handling of services, allowing one network to meet the needs of many broadband services.  This is accomplished through ATM’s cell-switching technology which combines the best of circuit-switching and packet-switching technologies.  Circuit switching is advantageous in guaranteeing bandwidth for constant bit rate services such as voice and image.  Packet switching provides high efficiency for variable bit rate services such as data and full motion video.

The ATM network consists of links connected by ATM switches.  Each ATM link contains of a constant stream of ATM cell slots which are filled with ATM cells as needed.  These cells are directed through the network by the use of Virtual Path Identifiers (VPIs) and Virtual Channel Identifiers (VCIs).  VPIs and VCIs are assigned locally to designate the destination of traffic traveling through the ATM network.  They have local significance only.  The same route may be assigned different VPIs and VCIs from the remote end.  The figure below demonstrates how these numbers can differ.
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VPI / VCI Local Significance

In this example, traffic sent from Site A to Site B would have a VPI of 1 and a VCI of 2.  Traffic sent from Site B to Site A across the same route would have a VPI of 8 and a VCI of 9.

1.2 Where does the DeskLINK fit in?

The DeskLINK is used to access the ATM Network in order to transfer information between a source and destination.  This can be accomplished in several ways.  The DeskLINK can be used in a point-to-point link carrying ATM over T1 or E1 lines.  It can also be used as means of connecting Wide Area Network (WAN) segments via an ATM T1/E1 link.  The DeskLINK also provides an Ethernet bridge function, and Frame-Relay - ATM Interworking Function.  In this capacity, the DeskLINK is capable of connecting LANs that use different protocols and signaling systems.
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WAN Connection

General Description

The DeskLINK operates as a remote ATM access concentrator which provides Ethernet remote bridging and Frame Relay / ATM interworking, using an ATM network

1.3 Main Features

The feature set implemented in the product includes:

 IEEE 802.1d compliant Media Access Control (MAC) layer Ethernet bridge (including support of the Spanning Tree Protocol).

 WAN interface in two operating modes: point-to-point link (ATM over point-to-point T1/E1) and ATM WAN connection over T1 links.

 Traffic between the DeskLINK units uses ATM Adaptation Layer 5 (AAL5) protocol.

 Simple Network Management Protocol (SNMP) management stations can be used to control and monitor the DeskLINK.

 TelNet can also be used to remotely control and monitor the DeskLINK.

 When using ATM public/private network the appropriate signaling mechanism defined in User Network Interface (UNI) Version 3.0 is applied (Q.2931).

 VC or LLC encapsulation per RFC1483

 LAN Emulation client implementation per ATM forum LANE V1.0

 High speed V.35 serial port with FR/ATM  Network & Service Interworking agreement implementation (FRF.5, FRF.8)

 When using the ATM public network as a WAN, the ATM UNI is managed from the network side via SNMP as defined by the ATM Forum.

 Software upgrades and configurations can be remote downloaded to the DeskLINK.

 LAN connection via Ethernet 10Base-T or AUI interface.

 Built-in T1 DSU/CSU or E1 G.703 interface.

1.4 DeskLINK Models

There are two models of DeskLINKs, the DeskLINK-T1 and DeskLINK-E1.  The primary difference between the models is that the DeskLINK-T1 has a T1 port whereas the DeskLINK-E1 has an E1 port.  The DeskLINK’s ports are described below.

Port
Port Type
Connector
Line Rate

Supervisory
RS-232
RJ45
Autobaud, up to 38.4 Kbps 

WAN
T1 CSU/DSU or E1
RJ-45
1.544 or 2.048 Mbps

LAN
AUI or 10Base-T
DB-15 & RJ-45
10 Mbps

Serial
V.35
DB25
1.8Mbps

Network Environment

This section explains the functions provided by the DeskLINK and how they are implemented in the unit.

1.5 LAN Bridge Functionality

DeskLINK provides Bridge function, transferring information between bridge ports.  It is primarily used as a remote bridge which connects LANs via wide area links.  (A local bridge connects adjacent LANs together.)  As a Bridge, the DeskLINK forwards frames based on their Media Access Control (MAC) addresses.  

The bridge function also supports a learning mode which automatically builds a database of MAC addresses it receives.  This means that when an unrecognized address is encountered, the DeskLINK places it in a database along with its port.  In this way, it “learns” the addresses of the devices on the network.  
The DeskLINK receives traffic from the LAN through either an AUI or 10Base-T connector.  This traffic is then sent out the ATM Port and transferred via an ATM network to another DeskLINK.  The second DeskLINK converts the ATM traffic into the appropriate LAN protocol and sends it through the LAN to the end devices.

1.6 
Bridge Ports

Bridge ports can be physical or virtual.  A physical bridge port is associated with a physical IEEE 802.x compliant interface (such as an Ethernet port).  A virtual port is associated with a virtual connection on a multiplexing device (such as an AAL5 interface associated with an ATM physical interface).

A single physical port is always associated with a physical link.  A virtual bridge port is associated with a multiplexing interface.  Many virtual bridge ports can share a single physical interface.

For example, an Ethernet Interface is always associated with a single port.  However, an ATM AAL5 interface (which is related to a physical interface such as a T1) may be associated with more than one port, as illustrated in the diagram below.
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Bridge Port to Physical Device

Bridge ports may be dynamically added/deleted on interfaces which support multiplexing capabilities (for example the ATM AAL5 interface).

Bridge ports associated with physical devices which are fixed (such as Ethernet ports) may NOT be added/deleted and are fixed in the configuration.

The DeskLINK leaves the factory with a default setting which contains a definition of one virtual bridge port in the following PVC configuration:

VPI:VCI = 0:50 for ethernet bridging

VPI:VCI = 0:51 for Frame Relay-ATM IWF

To change this configuration, see Section 5, “Configuration.”

Traffic Forwarding

As a remote bridge, the DeskLINK listens to the traffic on the LAN side, performs some decision algorithm on every packet which is received, and transmits the required frames to its peer unit.  The bridge also listens to the WAN port, transmitting each received packet to the LAN.

Inherent to the structure of the Bridge is a dynamic data base (usually called a forwarding data base) which represents the bridge's view as to which MAC addresses reside on each interface port (including all LAN and WAN ports). 

The bridge continuously monitors Ethernet traffic on all ports and updates its internal database according to the information contained in the traffic (i.e., the Ethernet Source Address).

When receiving an Ethernet Frame, the bridge acts in the following manner:

1.
If the MAC Address of the port on which the frame was received and the destination MAC Address “learned port” are the same, the bridge discards the frame.

2.
If the MAC Address of the port on which the frame was received and the destination MAC Address “learned port” are different, the bridge forwards the frame to the destination port.

3.
If the destination MAC Address is unknown, the bridge forwards the received packet to all active ports, except the port on which it was received.

4.
If the frame is a multicast (broadcast) frame, it is forwarded to all active ports, except the one on which it was received.

The following figure shows the data flow within the bridge. 
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Bridge Data Flow
The bridge functionality supports multiple virtual port configurations on the ATM (WAN) side.

The bridge supports dynamic cleanup of the data base; i.e., MAC addresses which are “not active” for a preset “Aging Time” are discarded from the database.  This ensures that the bridge will relearn the positions of stations which may have moved from one port to another.  “Not active” means that the DeskLINK does not see the address as either a source or a destination.  The “Aging Time” is set using SNMP variable dot1dTpAgingTime.

Congestion:

Due to the inherent difference of bandwidth between the WAN and LAN, a condition of congestion can occur.  This condition causes the traffic going from one side of the bridge to the other to accumulate.  Due to the nature of higher level protocols, such as TCP based FTP, TelNet, etc., the backlog may grow exponentially.

1.7 
Spanning Tree Protocol

The DeskLINK operates according to IEEE 802.1d standards.  It uses the Spanning Tree Protocol (STP) which prevents the existence of redundant routes to a given destination.  This reduces the chance of duplicate information arriving at a destination and prevents the occurrence of  endless loops in the network which, in turn, lowers the potential for network clogging.

The STP is a distributed protocol which enables bridges in a complicated network to discover a Spanning Tree of connections.  STP uses Path Cost information to determine the most efficient path for traffic to follow from one LAN to another.  All alternate paths are blocked but can be used as backups if the primary route fails.

Bridges pass Priority information back and forth to discover which will be the Root Bridge.  The Root Bridge acts as the managing root of the Tree.

The STP relies on the transmission of configuration messages, or configuration Bridge Protocol Data Units (BPDUs), on top of the links.  Configuration messages are transmitted on top of all links periodically, thus causing the network to adjust itself, by detecting failed links (part of the Spanning Tree) or detecting new parts of the network coming up.

Configuration messages include the following information:

1.
Root ID - a unique number assigned to the bridge which is assumed to be the root.  The root bridge is the bridge on a given network that transmits configuration messages on that network.

2.
Transmitting bridge ID - The ID of the bridge transmitting the configuration message.

3.
Cost - Cost of the least path to the root from the transmitting bridge.

Bridge IDs are 64 bit numbers.  These numbers must be unique across the network.  For example, the MAC address is used together with a 16 bit bridge priority as a bridge ID.

A bridge initially assumes itself to be the root and transmits configuration messages on all its ports with zero (0) as the cost. 

BPDUs are transmitted into the MAC layer, using a special multicast address known as "all bridges."  These frames are restricted to the LAN upon which they were generated.

The bridge continuously receives configuration messages and saves the "best" configuration message per port.  “Best” is determined by (in descending priority) lower root ID, lower path cost and lower transmitting bridge ID.  If the bridge receives a better configuration message than it would have transmitted on that port, it ceases to transmit configuration messages on it and marks the port as "blocked". 

If the root or any component on the spanning tree between the root and the bridge fails, the bridge will stop receiving "fresh" configuration messages.  After “max age” time has elapsed, the configuration messages will be discarded, and a new root will be computed for each of the bridge ports.

1.8 LAN Emulation 

The DeskLINK, running Fore's  ForeThoughtTM  software, supports the ATM Forum's LAN Emulation 1.0 specification and RFC 1483 bridge encapsulation for bridging LANs.  The LANE client provides the ability to connect ethernet to ATM networks, thus allowing the transparent operation of all LAN protocols (such as IP, IPX, AppleTalk, or DECnet). The UNI signalling is s-w configurable to comply with UNI 3.0 or 3.1. Users may access remote sites over dedicated SVCs, for a total of 256 VCs.

The DeskLINK encapsulates the Ethernet packets into ATM Cells using the AAL5 protocol sublayer. The LEC component of the DeskLINK maps IEEE 802.3 MAC level addresses into ATM addresses and establishes a point-to-point ATM circuit connection to other LECs on ATM networks, enabling the transfer of data between the LECs. 

Management

There are three ways to manage the DeskLINK.

It can be managed through the RJ45 Supervisor Port on the back of the unit.  This is done by connecting the RJ45 cable and RJ45 to DB-25 adapter between the DeskLINK and an Asynchronous RS-232 terminal.  Both of these cables are supplied with the unit.  The terminal may be either a terminal using VT-100 emulation or a Personal Computer (PC) running a communications program.  The recommended settings for the com port on a PC are 9600 Baud, 8 Data Bits, 1 Stop Bit and no Parity.

The second method of managing the DeskLINK is via the TelNet protocol.  Telnet ASCII based management - The same shell commands that are available when directly connected to the Supervisor port are accessible via the Telnet protocol, based on Transmission Control Protocol (TCP) / Internet Protocol (IP).

The advantages of this approach are a very low cost and a convenient solution.  Almost every network has TelNet client capability because many devices are connected to the network.  With this capability, the DeskLINK can be controlled from any such point in the network.

The third and most complete method of accessing the DeskLINK is through the use of SNMP.  The DeskLINK contains the full implementation of an SNMP V1 Agent which can be managed by standard network management platforms such as SunNet Manager, HP OpenView, IBM's NetView, etc.  SNMP can access both the local and remote DeskLINKs.
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Management Operation Methods
SNMP, the Simple Network Management Protocol, is the standard Internet protocol for managing network objects.  The DeskLINK provides an SNMP agent allowing it to be managed from a standard network management platform.  The system implements selected groups in the following MIBs.

 RFC 1213 - MIB2 MIB for SNMP managed devices.

 RFC 1286 - Bridge MIB for 802.1d MAC Bridges

 RFC 1406 - DS1 MIB for DS1 links

 RFC 1695 - AToM MIB for ATM devices 

 Ethernet Interface MIB compliant to RFC 1284/ RFC1398

 Structure of Management Information (SMI) for TCP/IP based Internets (RFC 1155)

 Propriety HyNEX MIB, for additional information.

The SNMP agent responds to requests generated by an SNMP manager.  The agent accepts requests from managers according to a community string. The agent on the DeskLINK allows access using multiple community strings, which are transmitted along with the request.  These strings are transmitted on the network un-encrypted hence the security of the agent is minimal.  When an SNMP request arrives with an incorrect community string, an SNMP trap may be generated.

1.9 WAN Support

There are three levels of support for the WAN:

1. The physical level determines the method in which the DeskLINK connects to the network (T1/E1 lines), including physical and logical termination of the T1/E1 line.

2. The ATM level supports the mapping of ATM cells onto the T1/E1 frame according to the ATM Forum UNI T1/E1 interface standards.

3. The AAL5 (ATM Adaptation Layer 5) assembles ATM cells into AAL5 packets.  The DeskLINK performs packet segmentation into cells, and cell reassembly into packets in hardware.  It supports multiplexing up to 256 simultaneous VC links across the single AAL5 interface. Ethernet packets transmitted across the AAL5 link are encapsulate using the Internet standard RFC-1483 or LANE . 

1.10 F5 Cell Handling & Alarms

The DeskLink handles only end to end F5 OAM cells, F5 segment cells  are ignored.
Upon reception of F5 OAM cells, the following actions are taken:

AIS:      - RDI is transmitted back, VCC MIB object is updated.

If the Frame Relay port is configured to operate in Service Interworking, then The DeskLink will send F5 End to End AIS OAM cell upon detecting error in the V35 Frame Relay port.

RDI:      - VCC MIB object is updated.

The alarm state of the VCC is defined by a private MIB object. The user can also display the alarm state using the shell interface.

LOOPBACK:

The DeskLink can perform Connection Verification by sending periodically (1 second) loopback F5 OAM cell. This feature is configured by the user either by shell interface or SNMP request. The VCC operational  status is also related to the ATM line status, e.g.: If the ATM line is down all the VCCs are down.

The OAM cell location ID may be set. The location id is configured by the user either as an ASCII string of 16 characters or 32 Hexa digits. The location ID is stored in non-volatile memory and is dynamically updated by the user or SNMP Set operation.

The following scheme is used :

Request: Outgoing Loopback cells will include the Location ID the Source ID field, the returned F5 cell will be checked to match this field.

Response:  Incoming loopback cells will be returned only if the field Loopback Location ID matches the local location ID or it is set to the default value of all ones. Other OAM cells are ignored

Note: DeskLink continues to perform packets transmit/receive on all assigned  VCCs, ignoring its alarm state.

1.11 Frame Relay Management

The Frame Relay port in the DeskLink is managed according Q933 Annex A. DLCI 0 is used for the management procedures for the frame relay port. 

The DeskLink represents the network side of the interface and responds  to status enquiry messages coming from the user side. The status report returned may be either an integrity verification or a full status report which reflect the PVCs status described above.

The DeskLink handles the status of the frame relay port according the periodic messages coming 
on DLCI 0.  

The DeskLink may be configured to operate either as Network Interworking  (FRF.5) or Service Interworking(FRF.8).

In FRF.5 Interworking, the DeskLink operates in Translation Mode, e.g.:   Translate from RFC1490 encapsulation on the frame relay side to RFC1483  on the ATM side. The DeskLink sends AIS to the other side on all PVCs related to the interworking function, when the frame relay port is down. The rate of AIS is according to T392 timer (T392 timer is set to 15 seconds and is not configurable by the user).

If the Frame Relay port is configured to operate in Service Interworking, then The DeskLink will send F5 End to End AIS OAM cell upon detecting error in the V35 Frame Relay port.

Installation

This section describes the items needed and methods used to install the DeskLINK.

1.12 Unpacking

The DeskLINK is shipped in a shock absorbing container.  If the DeskLINK must be returned for any reason, the original shipping container should be used.  Failure to comply may result in voiding the equipment warranty.  Inspect all items for damage that may have occurred during shipment.  If damage is noted, contact the carrier.

1.13 Inventory Check

The following is a list of the items shipped with each DeskLINK.  If any of these items is missing, notify HyNEX for replacement parts.


DeskLINK T1


DeskLINK E1


Power Supply (optional)


Power Supply AC Cable (optional)


DeskLINK User’s Manual

1.14 Location

Selecting an appropriate location for the DeskLINK includes environmental and atmospheric considerations.  The environmental conditions for the location should fit the following criteria:

1.
Physically stable, free of excessive shock and vibration.

2.
Free of excessive dust, corrosive gases or harmful vapors.

3.
Within the specified limits of temperature and humidity listed under “Detailed Specification” in Appendix A.

4.
Check the length of all cables involved to be sure there is a proper amount of slack for ease of adjustment and configuring.

5.
Well lit area with enough room around the unit for cabling connections.

6.
Near a grounded, unswitched AC outlet that is properly installed with the ground connected to the power ground to provide proper protection for the system and installing personnel.

7.
Near a T1 or E1 jack.

Setup

This section describes the physical installation process for the DeskLINK.

Connect the physical ports according to the following figure:
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1. Connect either the AUI (DB-15) or a 10Base-T RJ-45 cable to the appropriate Ethernet connector.  If both are installed, the 10Base-T port will be the active port.

2. Connect the console cable RJ45 jack into the CONSOLE port.  Connect the DB25 to an Asynchronous terminal.

3. On the DeskLINK-T1, connect the T1 RJ-45 cable to the T1 port.
On the DeskLINK-E1, connect the E1 cable the E1 port.

4. Plug the V.35 DB cable to the serial port.

5. Plug the power supply into the Power connector and to an AC intlet.

6. The DeskLINK will start its operation.

7. The DeskLINK may be reset by pushing the Hardware RESET push-button (using a thin rod), or via the management shell, as explained in para 5 -  “boot” menu.

Connector pinouts can be found in Appendix B.

Configuration

In order to correctly configure the DeskLINK, there are several pieces of information that are needed.  This information should be obtained from the data network provider and the LAN manager.

T1 Parameters
·
Framing Method

ESF or D4

·
Line Buildout

0, -7.5,-15, -20 dB or DSX

In addition, the T1 line that is used must have the following features:

·
1.536 Mhz clear channel

·
Robbed bit signaling OFF

·
B8ZS line coding

E1 Parameters
·
Framing Method
Frame or Multiframe

In addition, the E1 line that is used must have the following features:

·
2.048 Mhz clear channel (1-15, 17-31)

·
HDB3 line coding

ATM Parameters

·
Network Address
VPI/VCI

Ethernet Parameters

·
IP Address

·
IP Netmask

Bridge Parameters

·
Bridge priority

·
Bridge Encapsulation - LANE/RFC 1483

1.15 Default Configuration

The DeskLINK leaves the factory with the default configuration below:

Parameter
Value

Name
host

IP Address
192.114.60.200

Server Name
venus

Server IP Address
192.114.60.3

File Name
/public/file.hex

User
software

Password
privateuser or privateadmin

Boot Device
FLASH

Default Configuration

The supervisory port has an autobaud feature which may lock on the user terminal baudrate. When the DeskLINK is powered or reset, the user has ~ 5 seconds to press the <enter> key in order to trigger the autobaud detection phase. If no response is observed on the screen, the user should press the <enter> key again in order to complete the auto detection phase. If no key is pressed within this time limit, a default of 9600 is selected, and the autoboot procedure continues. 

Pressing any other key besides <enter> will yield an unpredictable baudrate selection.

Once the baudrate has been selected, the DeskLINK waits for 7 seconds.  During this time, any keypress on the Supervisor port stops the power up sequence, and the following screen is shown:

Self Test...

no debug port attached

Press any key to stop auto-boot...
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( (here the user pressed a key)
Type Control E to Restore Factory Defaults!!

[Boot]: 

To view the boot configuration, enter the command “p”, as follows:

[Boot]: p

Name              

: host

IP Address        

: 7.2.4.2

IP Network Mask

:255.255.0.0

Server Name       
: venus

Server IP Address 
: 7.2.1.22

Boot File Name    
: /public/file.hex

User name         

: software

User Password     
: vaduz

Boot Device       

: FLASH

Protocol         

: FTP

You can change the values of the default configuration by entering the command “c”, or via the management shell, as explained later. Parameters in parenthesis ()  show the current setting.

[Boot]: c

Enter Boot Parameters:

Name              

(host) : 

IP Address        

(7.2.4.2

IP Network Mask

:255.255.0.0 : 

Server Name       
(venus) : 

Server IP Address 
(7.2.1.22) : 

Boot File Name    
(/public/file.hex : 

User name         

(software) : 

User Password     
(vaduz) : 

Boot Device   

[(F)LASH, (N)etwork] (F) : 

Boot Protocol 

[(T)FTP, (F)TP]      (F) : 

To continue the power up sequence, enter the command “@ <enter>” as follows:

[Boot]: @

 Name              

: host

IP Address        

: 7.2.4.2:255.255.0.0

Server Name       
: venus

Server IP Address 
: 7.2.1.22

Boot File Name    
: /public/file.hex

User name         

: software

User Password     
: vaduz

Boot Device       

: FLASH

Protocol          

: FTP

Starting...on dff00000

CLEI                         

..............    Passed

BOOT EPROM Checksum           
..............    Passed

FLASH Checksum               
..............    Passed

E2 PROM Checksum             
..............    Passed

Local RAM                    

..............    Passed

Shared RAM                   

..............    Passed

Control RAM                   

..............    Passed

PPIs                         

..............    Passed

82596                        

..............    Passed

Timer/Counter                 

..............    Passed

Serial Controller             

..............    Passed

Interrupt Controller        
  
..............    Passed

SAR Registers                 

..............    Passed

CDB Registers                 

..............    Passed

T1 Framer                     

..............    Passed

T1 Internal Loopback          
..............    Passed

V35 Internal Loopback         
..............    Passed

Login : user

Password : 

1.16 Using Commands

The DeskLINK can be managed by either an SNMP manager application,  or by using the ASCII shell management application. The shell can be accessed via either the local console port or a remote TelNet session. Two level of passwords access provide network security. Administrator level allows read/write access to the unit, while a user level allows read only access. The shell is not case sensitive. It supports two login session at a time, but only a single administrator session. Access rights,  tree structure and console prompt will change to reflect the current session level.

When arguments are necessary in the command, they are indicated by using < > as in the following notation:

community  <community name>

Arguments may be one of the following generic types:

1.
<int> - An integer number (usually positive)

2.
<ip-addr> - IP Address in standard Internet dot notation (e.g. 123.24.5.6)

3.
<string> - a string of non-blank characters or a quoted string (“”)

When the user may select one of several options, the options are indicated in | as follows:

authentication  (enable|disable)

LOGIN

1.16.1 Administrator Login

Administrator login qualifies a full read/write access rights to the DeskLINK, allowing all configuration, statistics and operation parameters to be viewed and / or modified. The full tree command options is available in this mode. 

Default user id is user . Default password is privateadmin

The prompt for the administrator mode is as follows (note the $):

->DeskLINK$ 

1.16.2 UserLogin

User level will display only a subset of the command tree, and further limits all permission to read only. 

Default user id is user . Default password is privateuser
The prompt for the user mode is as follows (note the %):

->DeskLINK% 

Upon login, the user is positioned at the top level of the tree.  The user will navigate the command tree for particular operation. 

There are several global commands that are available at all levels    :

UP 


: go one level up

..  


: go one level up (same as “up”)

TOP


: go to root menu

Exit


: Logout

?


: list all available commands for this level

<esc>K [K, K, ...]
: Scroll back through previously executed commands. Press K again to 


  

scroll back one command.

<esc>J [J, J, ...]  
:Scroll forward through previously executed commands. Press J again 


 

 to scroll forward one command.

<space> 

: move the cursor one character to the right

a 


: Enter line edit mode

i 


: Enter insert mode

<SHIFT> A 

: Move cursor to end of command line

( 


: delete all characters on the right side of the cursor

For each level, commands that are followed with  >  symbol have sub-Menus. The user only needs to enter the minimum number of letters in a command which would make it unique to that level.

Shell Commands

The login and root menu is as follows:

Login : user

Password : 

->DeskLINK$ ?

   configuration>  statistics>     operation>      up              

   top             exit            ?               

1.16.3 Configuration

Main configuration menu can be found at the root level.

->DeskLINK$ co

->DeskLINK:configuration$ ?

   snmp>           bridge>      system>      show            

   boot>            ip>               serial>         atmport>        

   pvc>             dlci>            lane>           v35>            

  iwf>              t1>                up                top             

  exit            ?               

show displays the DeskLINK s/w and h/w configuration and revision level, as follows:

->DeskLINK:configuration$ sh

EPROM version      
 : v 1.17 1996/05/10 08:48:38

Created on         

 : Mon May 13 18:02:49 IDT 1996

Software version    
: Ds.1b

Created on          

: Wed Jun 26 11:50:32 IDT 1996

FLEX version        
: Sun May  7 17:13:58 IDT 1995

Kernel version     

: WIND version 2.4

VxWorks version    
: 5.1.1

Own MAC Address     
: 00:20:70:00:12:09

Bridge Aging Time   
: 300 seconds

ENET Hardware configuration

Base board:

        ATM over E1 (Hardware version 2)

Memory structure:

FLASH     
: 2048 Kbytes

RAM Local 
: 1024 Kbytes

RAM Shared 
: 512 Kbytes

E2PROM     
: 32 Kbytes

snmp configuration 

Use this menu to configure the SNMP parameters. The sub commands are as follows:

->DeskLINK:configuration:snmp$ ?

  show            community       manager>        authentication  

   up              top             exit            ?               

show shows the SNMP agent status

->DeskLINK:configuration:snmp$ sh

SNMP Agent Configuration

Authentication Traps: Enabled

Community                : public

The SNMP Agent responds to requests generated by an SNMP manager. The manager identifies its eligibility to access the agent by using a community string.

community associate a community name with the manager IP address.

   Usage:    community  <community name>  

authentication enables or disables authentication traps

   Usage:    authentication  (enable|disable)  

Use the MANAGER submenu to set the SNMP manager parameters: 

->DeskLINK:configuration:snmp$ ma

->DeskLINK:configuration:snmp:manager$ ?

   show            new             delete          traps           

   up              top             exit            ?               

show command displays the SNMP manager information table as follows:

SNMP Managers Table

-----------------------------------------

Manager         
Address  Community       Traps 
Status

      1    

192.114.60.3  public          On   
 permanent

 new command allows a new manager IP address to be added to the DeskLINK.

Usage:    new  <ip address>  

delete allows the deletion of a specific IP manager address. Deletion takes effect only after a reboot

Usage:    delete  <ip address>  

In certain cases, SNMP traps are generated.  This can be the result of an SNMP authentication failure, etc.  SNMP Traps are sent to a manager.

traps command enables or disables traps for a specific manager IP address.

   Usage:    traps  <ip address>  (enable|disable)  

Bridge configuration 

This section describes configuration parameters for the Ethernet bridge function provided by the DeskLINK.

1.16.3.1.1 Bridge States

A bridge port, whether physical or virtual, may be in one of the following states:  Disabled, Spanning Tree Control or Enabled.

·
In the Disabled mode, data traffic passes into or out of the port.

·
In the Enabled mode, data traffic passes only according to filtering (learning and static) criteria.

·
In the Spanning Tree mode, the bridge port passes data traffic according to filtering (learning and static) criteria and according to the Spanning Tree state of the port.

1.16.3.1.2 Spanning Tree Mode

The Spanning Tree state of the port may be one of the following:  Blocked, Listening, Learning, Forwarding or Broken.

Disabled - NO information is transferred to/from the port.

Blocking - ONLY BPDU information (bridge configuration messages) are transferred to/from the port.

Listening - This is the same as blocking, however, it transitions to learning after FORWARDDELAY seconds.

Learning - BPDU information is transferred to/from the port and DATA is transferred into the bridge for learning purposes only; i.e., packets received in this state are not forwarded.

Forwarding - Full operational state of the port - both BPDU and DATA are transferred to/from the port and forwarded according to the learned information.

The following diagram shows the flow of the state transitions.  The transitions are made for the reasons described below.
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DeskLINK Port Status

The transitions as numbered in the preceding diagram occur as a result of the following conditions:

1.
Enabled by management / initialization.

2.
Disabled by management.

3.
Algorithm selects this port as a designated or root port.

4.
Algorithm selects this port as NOT a designated or root port.

5.
Protocol timer expires.

6.
Bridge detects link failure.

7.
Bridge detects recovery of link.

1.16.3.1.3 Spanning Tree Parameters

There are several parameters which affect the operation of the Spanning Tree Protocol and can be controlled at the administrator privilege level.

The following table contains configurable bridge variables:
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All times are given in seconds.

Parameter
Variable
Range
Default

Bridge Priority
PRIORITY
0-65535
32768

Bridge Max Age
MAXAGE
6-40
20

Bridge Hello Time
HELLOTIME
1-10
2

Bridge Forward Delay
FORWARDDELAY
4-30
15

Bridge Aging Time
AGINGTIME
10-106
300

Bridge Variables

The following table contains configurable port variables:

Parameter
Variable
Range
Default

State

ENABLED

DISABLED
ENABLED

Priority
PRIORITY
0-255
128

Path Cost
PATHCOST
1-65535
100

Port Variables

The bridge configuration submenu is used to configure the bridge parameters:

->DeskLINK:configuration:bridge$ ?

   show              port>                 priority        maxage          

   hellotime       forwarddelay    agingtime       up              

   top                 exit                    ?               

Show command displays the current bridge state and parameters:

->DeskLINK:configuration:bridge$ sh

Address                                       
 
00:20:70:00:12:09

Number of Ports                         
 
2

Bridge Type                               

Transparent Only

Protocol Specification               
 
IEEE 802.1d

Priority                                

 32768

Time Since Last Topology Change  
 5 min 34 sec 

Topology Change Count                     
 6

Designated Root  id                     
 
80:00:00:20:70:00:12:06

Root Cost                              
 
 0

Root Port                               

 0

Max Age                                 

 20 sec 

Hello Time                              

 2 sec 

Hold Time                               

 1 sec 

Forward Delay                           

 15 sec 

Bridge Max Age                                      
20 sec 

Bridge Hello Time                      
 
2 sec 

Bridge Forward Delay                   
 
15 sec 

Learned Entry Discard Count            
 0

Aging Time                              

 300 sec 

Priority Usage:    priority  <0..65535>

This parameter influences the chance of a bridge (as a whole) becoming the root of the Spanning Tree; i.e., a lower priority increases the chance.  According to the Spanning Tree method, the bridge with the lowest priority is the Root.  In the event of conflict between bridges of the same priority, the one with the lower MAC address is the Root.

Maxage Usage:    maxage  <6..40 sec>  

This is the age of a message at which it is considered too old.  The typical value is 20 sec (2 sec. per hop).

Hellotime Usage:    hellotime  <1..10 sec>  

This is the timeout between configuration messages sent by a bridge which assumes itself to be the root.  The typical value is 2 sec.

Forwardelay Usage:    forwarddelay  <4..300 sec> 

This is the time during which the bridge temporarily prevents packets from being forwarded onto a link after the link has transited from the blocking to the non-blocking states.  This timeout allows the network to settle into the new topology before packets are sent through the link,  thus avoiding temporary loops.  A typical value is 15 sec.

Agingtime Usage:    agingtime  <10..1000000 sec>  

This is the maximum time that a MAC address is kept in the forwarding data base after a packet from this MAC address has been received.

port

Port command allows to configure the Spanning Tree Protocol for the Ethernet port
->DeskLINK:configuration:bridge:port$ ?

   show            priority        state           pathcost        

   up              top             exit            ?               

Show command displays the current port state and parameters:

->DeskLINK:configuration:bridge:port$ sh

    Bridge Port Information

Port 1 :

Interface Index               

1

Delay Exceeded Discards       
            
0

Max Size Exceeded Discards    
0

Priority                     

            
128

State                         

            
Forwarding

Status                        

            
Enabled

Path Cost                     


100

Designated Root  Id                        
80:00:00:20:70:00:12:06

Designated Cost               
            
0

Designated Bridge  Id              

80:00:00:20:70:00:12:06

Designated Port  Id            
            
80:01

Forward Transition Count      
            
1

Maximum Size Of Data Field      
1500

Input Frames                  

93582

Output Frames                 

928

Frames Discarded              
            53181

Port 2 :

Interface Index               

5

Delay Exceeded Discards       
            
0

Max Size Exceeded Discards    
0

Priority                      

           
128

State                         

            
Blocking

Status                        

           
Enabled

Path Cost                     


100

Designated Root Id           
            
80:00:00:20:70:00:12:06

Designated Cost             

0

Designated Bridge Id        
           
80:00:00:20:70:00:12:06

Designated Port  ID           
           
80:02

Forward Transition Count      
          
2

Maximum Size Of Data Field     
1500

Input Frames                 
           
38922

Output Frames                 
           
1

Frames Discarded                               
60

state command       Usage:    state  <port id 1..2>  (enabled|disabled)  

This command determines if the port is enabled or disabled.

priority  command   Usage:    priority  <port id 1..2>  <priority 0..255>  

This parameter influences the chance of a bridge port (whether physical or virtual) on a non-Root bridge becoming part of a spanning tree.  This is important, for example, when you have two potential paths towards the root of the topology and you wish to influence the selection of the path.  Again a lower priority increases the chance.

pathcost command Usage:    pathcost  <port id>  < path cost 0..65535>  

This value is added to the root path cost field in a configuration message received through this port in order to compute the cost of the path.  This value is set per port.

System  configuration 

This menu allows to determine the various system parameters as follows:

->DeskLINK:configuration:system$ ?

   show            name            location        contact         

   functionality   up              top             exit            

   ?               

show displays the current system parameters

>DeskLINK:configuration:system$ sh

System           : ATM Bridge and Frame Relay Network Interworking

Location         : HyNEX

Contact           : +972-9-9704110

Functionality  : Bridge and IWF

name allows the user to change the system name

   Usage:    name  <name>  

location allows the user to change the location string:

Usage:    location  <location>  

contact allows the user to change the costring:

   Usage:    contact  <contact>  

functionality  sets the actual device functionality for Ethernet<>ATM bridging only, FR<>ATM network interworking only, or both:

Usage:    functionality  (bridge|iwf|combined)

Boot parameters configuration 

The DeskLINK is delivered with an up-to-date version of software programmed in FLASH memory.

If the situation arises, a new version may be downloaded upon request.  This is done by requesting a boot from the network.

The boot menu is used to configure the parameters for downloading new s/w to the device. The new parameters will take effect after next reboot. These parameters may also be configured via the boot menu as explained in para 5.1. The available sub commands at this level are:

->DeskLINK:configuration:boot$ ?

   show            server>         username        password        

   protocol       filename        from            up              

   top                exit                ?               

show let the user view the boot parameters:

->DeskLINK:configuration:boot$ sh

Booting from: FLASH

Boot method : FTP

Network Boot Information

------------------------

Host     Address          User          Password   File Name

opal     7.4.2.1             software   vaduz           /users/baruch/ENET/vwi960.axs/boot.ROM.hex

username command sets the login username for the server containing the code to be downloaded

Usage:    username  <string>  

password command sets the login password for the server

Usage:    password  <string>  

protocol command allows selection of the method by which the file is downloaded into the unit.  There are two options:  File Transfer Protocol (FTP) and Trivial File Transfer Protocol (TFTP).  TFTP is a modified version of the file-sharing protocol, FTP, that has no password protection or user-directory capability. When selecting TFTP, the device is set as a TFTP client.

Usage:    protocol  (tftp|ftp)  

filename specifies the path and filename that the device will load from the server.

Usage:    filename  <string>  

from determines whether the device will obtain its code from the on-board Flash memory or from the network. Network mode is used to download new code into the device. It takes effect after next reboot.
Usage:    from  (flash|network)  

The next time the device powers up or reboots, it will load new software from the network, automatically saving it into flash memory.

[image: image11.wmf]
NOTE:
After a file has been loaded from the network, the DeskLINK automatically changes the boot to be from the Flash.

server submenu enables the user to set the server ip address and name

->DeskLINK:configuration:boot:server$ ?

   ip              name            up              top             

   exit            ?               

1.16.3.2 IP parameters  configuration 

This submenu allows the user to configure the IP address parameters of the device. It takes effect after next reboot.

->DeskLINK:configuration:ip$ ?

   show            address         net_mask        name            

   gateway         up              top             exit            

   ?               

show let the user view the device IP parameters:

->DeskLINK:configuration:ip$ sh

IP Address        : 7.4.4.4

IP Netmask       : 255.255.0.0

IP Name            : DeskLINK

IP Gateway       : 0.0.0.0

address setting Usage:    address  <ip address>  

This command sets the IP address of the DeskLINK to the selected values.

net_mask setting Usage:    net_mask  <net mask>  

This command sets the IP mask of the DeskLINK to the selected values.

A Netmask is used in conjunction with the IP address to determine the range of addresses used in an IP broadcast message.  Specifically the Netmask is “anded” with the IP address and the resulting number determines the IP broadcast range.
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NOTE:
The new IP and IP mask will take effect only after a reboot, reset or power up.

name of the device Usage:    name  <ip name>  

gateway name  Usage:    gateway  <ip address>

1.16.3.3  Serial port configuration 

This menu enables to configure the console port mode and baudrate. The mode takes effect after next reboot.

->DeskLINK:configuration$ se

->DeskLINK:configuration:serial$ ?

   show            baud_rate       auto_baud_timeout up              

   top             exit            ?               

show displays the console port configuration:

Serial Configuration

--------------------

Default Baud rate: 9600

Auto Baud Timeout: 5

baud_rate sets the console port baud rate

   Usage:    baud_rate  (300|600|1200|2400|4800|9600|19200|38400)  

auto_baud_timeout set the time window after reboot that the device expects the user to press the <enter> key for auto selecting the baud_rate. Default is 5 seconds.

   Usage:    auto_baud_timeout  <sec>  

1.16.3.4 ATM parameters configuration 

ATM submenu allows the user to view the ATM interface parameters and set the encapsulation mode

->DeskLINK:configuration:atmport$ ?

show            encapsulation   scrambling      location_id

vc_type        uni_version      prefix                up

   top             exit            ?              

show let the user view the device ATM parameters:

->DeskLINK:configuration:atmport$ sh

ATM Configuration

Location ID: 44 45 53 4b 4c 49 4e 4b 31 31 00 00 00 00 00 00

Port Index  
Status     
VC Type      Encapsulation 

Scrambling  Specific

   1     5  

Permanent  
LANE
       UNI 3.0 LAN Emulation  
 Disable                                                        

encapsulation command let the user set the encapsulation mode for either Proprietary or LLC for bridging encapsulation(per RFC1483):

   Usage:    encapsulation  (proprietary|llc_1483)  

scrambling  command let the user to enable or disable the ATM cell payload scrambling. Default UNI is scrambling disabled for T1, scrambling enabled for E1.

Usage:    scrambling  (enable|disable)

Location ID command let the user set the inserted location ID in the F5 OAM outgoing cells. In receive direction, if location ID match the device location ID, it will loop the F5 loopback cell back to the originator. When all 1’s is set, the DeskLink will always loop the F5 loopback cell.

Usage:    location_id  (hexa|ascii)  < 1..16 bytes>


Vc_type command let the user to set the VC type to PVC (1483 for bridging) or LAN Emulation. 


This command is applicable only when LANE option is installed.

Usage:    vc_type  (pvc|lane)

Uni_version command sets the UNI type:

Usage:    uni_version  (3.0|3.1)

Prefix command sets the ATM address prefix field:

Usage:    prefix  <13*2 hexa digits>

 PVC parameters configuration 

PVC submenu allows the user to view and set the PVC parameters

->DeskLINK:configuration:pvc$ ?

   show            new             delete          f 5oam           

   up              top             exit            ?               

show let the user view the PVC parameters:

->DeskLINK:configuration:pvc$ sh

PVCs VCC Configuration

PvcId       Type     Status           Vpi    Vci    f5OAM

     1         Bridge  Permanent      0     50       DISABLE

     2         IWF     Permanent       0     51      DISABLE

new  command set a new PVC

    Usage:    new  (bridge|iwf)  <vpi 0..7>  <vci 0..1023>  

delete  command deletes an existing PVC

   Usage:    delete  <pvc id>  

F5OAM  command enables or disables the use and handling of F5 cells over the ATM.

Usage:    f5oam  <pvcid>  (enable|disable)  

 DLCI parameters configuration 

This submenu allows to configure the Data link Connection Identifier parameters, when working with FR<>ATM network interworking.

->DeskLINK:configuration:dlci$ ?

show                 new             demode          devalue         

fecn_mode       delete          up                  top             

exit                   ?               

show let the user view the DLCI status:

->DeskLINK:configuration:dlci$ sh

DLCIs Configuration

-------------------

DlciId     Number   PvcId  deMode   deValue  fecnMode  Status    

     1         1022         2  
         1              0            1               Permanent  

     2         16             2  
         1              0            1               Permanent  

new  command set a new DLCI and associates it with an existing PVC.

Usage:    new  <dlci id>  < pvc id>  

new  command set a new DLCI and associates it with an existing PVC.

Usage:    new  <dlci value>  < pvc id>  

demode command sets the discard eligibility mode (per DLCI) to Mode 1 or Mode 2. 

 In Mode 1 the DE field of Q.922 core frame is copied into the DE field of the FR-SSCS-PDU header and maps it to the ATM header CLP bit. 

 In Mode 2, the DE field of Q.922 core frame is copied into the DE field of the FR-SSCS-PDU header and sets the ATM header CLP bit to a constant value defined by the devalue command (see below).

Usage:    demode  < dlci id>  (1|2)

devalue codetermines the CLP bit value in DE mode 1 as described above.

Usage:    devalue  < dlci id>  < 0..1>

fecn_mode set forward explicit congestion notification mode (per DLCI) to Mode 1 or Mode 2. 

 In Mode 1, the FECN field in the Q.922 core frame is mapped to the ATM EFCI field of every cell. This mode provides congestion indication to the end points where higher level protocol entities might handle the congestion state via a traffic control mechanism. 

 In Mode 2, no Q.922 FECN bit mapping is performed. The EFCI bit in the ATM cell header is set to “congestion not experienced”.

Usage:    fecn_mode  < dlci id>  (1|2)

delete command removes an existing DLCI

Usage:    delete  <dlci id>  
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pvc_id and dlci_id are shown in the configuration:pvc:show and configuration:dlci:show menu

LAN Emulation configuration

lane submenu allows the user to view and set the LAN Emulation parameters

DeskLINK:configuration:lane$ ?

   address         elan_name       show            up

   top                 exit                  ?

address allows the user to set the Lan Emulation Server and Lan Emulation Configuration Server ATM address

DeskLINK:configuration:lane$ address?

   Usage:    address  (les|lecs)  <20*2 hexa digits>

LECS ATM Address 
ATM address of the LAN Emulation Configuration Server (LECS) to which the DeskLINK unit is to be connected. This parameter is determined by your ATM network setup. The  LECS  command allows the user to specify the 20 byte ATM NSAP address of the LAN Emulation Configuration Server. The NSAP address is specified in hexadecimal, using a colon (:) as a delimiter between bytes. The default value is the ATM Forum standard "Well-Known LECS Address" (47:00:79:00:00:00:00:00:00:00:00:00:00:00:a0:3e:00:00:01:00 ). If your DeskLINK unit is directly connected to a second DeskLINK unit (PVC mode), you may ignore this parameter.

NOTE: If you use this command to manually configure the LECS address, then the LEC will not discover the LECS at the well known address or over the 0,17 PVC. Furthermore, the only method of connecting with an LECS is to use this manually configured address, as no other discovery method will be used.  

 

LES ATM Address 
The  LES  command allows the user to specify the 20 byte ATM NSAP address of the LAN Emulation Server. The NSAP address is specified in hexadecimal, using a colon (:) as a delimiter between bytes. This parameter allows the user to join an ELAN in a network that is not running a LECS. 

Elan_name command sets the Emulated VILAN name

DeskLINK:configuration:lane$ elan_name?

   Usage:    elan_name  < elan name<

show command displays the LAN Emulation configuration

DeskLINK:configuration:lane~ sh

LANE Configuration

------------------

Network Prefix  : 

47.00.05.80.FF.E1.00.00.00.F2.1A.22.25

LES ATM Address : 
47.00.05.80.FF.E1.00.00.00.F2.1A.22.25.00.20.48.1A.22.25.15

LECS ATM Address: 
47.00.79.00.00.00.00.00.00.00.00.00.00.00.A0.3E.00.00.01.00

Elan Name       :

ELAN-3

1.16.3.5 V.35 port  configuration 

This submenu sets the V.35 port parameters

->DeskLINK:configuration:v35$ ?

   show            low_rate        high_rate       mode            

   encode          init_crc        type_crc        up              

   top             exit            ?               

show let the user view the V.35 status:

->DeskLINK:configuration:v35$ sh

        Index      Mode 
CRC Type 
CRC Init 
Encoding  
Line Rate

        6             DTE     
SDLC     
ONES      
NRZ    

56 Kbps 

low_rate or high_rate command determines the preferred transmit and receive rate:

   Usage:    low_rate  (2.4|4.8|9.6|19.2|38.4)  

    Usage:    high_rate  (48|56|96|128|192|256|384|512) 

mode command configures the V.35 port for DTE or DCE. When DCE is configured, the user must select the receive clock source to be either identical to transmit clock (dceint) or the received  clock from the remote DTE (dceext).

   Usage:    mode  (dceint|dceext|dte)  

encode command configures the V.35 encoding scheme. Default is NRZ

   Usage:    encode  (nrz|nrzi|fm1|fm0) 

NRZ - non return to zero

NRZI - non return to zero inverted
FM1 (Bi-phase Mark). In FM1 encoding a transition is present on every bit cell boundary, and an additional transition may be present in the middle of the bit cell. In FM1, a 0 is sent as no transition in the center of 

the bit cell and a 1 is sent as a transition in the center of the bit cell. FM1 encoded data contains sufficient information to recover a clock from the data.

FM0 (Bi-phase Space). In FM0 encoding a transition is present on every bit cell  boundary and an additional transition may be present in the middle of the bit cell.  In FM0, a 1 is sent as no transition in the center of the bit cell and a 0 is sent as a transition in the center of the bit cell. FM0 encoded data contains sufficient 

information to recover a clock from the data.

init_crc command determines the initial CRC value. Default is all ones.

   Usage:    init_crc  (ones|zeros)  

type_crc command determines the CRC polynomial. Either CRC-CCITT for sdlc, or CRC-16 polynomial may be selected. Default is SDLC.

   Usage:    type_crc  (sdlc|polynom)  

1.16.3.6 Frame Relay-ATM Interworking function configuration

This submenu sets the V.35 port IWF mode

DeskLINK:configuration:iwf$ ?

   type            show            up              top             

   exit            ?               

show let the user view the IWF status:
->DeskLINK:configuration:iwf$ sh

IWF Configuration

-----------------

Index 
Type                

    7 
Frame Relay Network

type let the user set the IWF mode for either network interworking (end points are both frame relay stations) or service interworking (one end point is frame relay, while the other endpoint is behind an ATM station):

->DeskLINK:configuration:iwf:type

 Usage:    type  (network|service)

1.16.3.7 ATM phy interface configuration 

1.16.3.7.1 E1 configuration

This submenu allows the user to view and set the E1 ATM port physical parameters:

->DeskLINK:configuration:e1$ ?

   show            linecoding      framing         loopback        

   timing          up              top             exit            

   ?     

show let the user view the E1 port status and setting:

->DeskLINK:configuration:e1$ sh

Interface                     


2

Framing                  


E1_Crc_Mf

Line Coding                             

HDB3

Loopback Configuration    

None

Line Status                              

No Alarm

Transmit Clock Source       

Local Timing

linecoding command configures the E1 encoding scheme:

   Usage:    linecoding  (hdb3|ami)  

framing command configures the E1 framing mode:

   Usage:    framing  (frame|mf|mf_crc)  

loopback command sets the loopback mode:

   Usage:    loopback  (none|line|internal) 

Use this submenu to set a loopback mode. Loopback should be used only for testing purposes.

When line loopback is selected, all the recovered  bits of the frame will looped back to the transmit side.

When local loopback is selected, data will continue to be transmitted as normal.  The data received from the line will be replaced with the data being transmitted.

timing command sets the DeskLINK to local (internally generated) or loop timing (recovered line clock):
   Usage:    timing  (loop|local)  

T1 configuration

The DeskLINK-T1 provides the integrated functionality of a T1 DSU/CSU.  It supports T1 in-band management including:

·
Performance monitoring

·
Fault detection

The T1 submenu allows the user to view and set the T1 ATM port physical parameters:

->DeskLINK:configuration:t1$ ?

show                  linecoding      fdl               buildout        

far_end_prm     framing           loopback   sendcode        

 timing               up                    top             exit 

 show

 Displays the T1 line status and setting:

 ->DeskLINK1:configuration:t1$ show

T1 Configuration

Interface                      


2

Time Elapsed                   


557 sec 

No. Valid Intervals           


2

Line Type                      


ESF

Line Coding                    


B8ZS

Sending Code                   

None

Loopback Configuration         

None

Line Status                    


No Alarm

Transmit Clock Source          

Loop Timing

Facilities Data Link           

ANSI T1-403

Line Build Out                 


0 dB

Far End Performance Monitoring 
Disable

linecoding

The T1 link is unable to reliably transmit more than 7 consecutive 0 bits.   The user can therefore select which type of Zero encoding is to be used. Only Binary 8 Zero Substitution (B8ZS) should be used, according to the UNI standard.

AMI - No Zero suppression - Should be used only for special tests, but should never be used under normal operating environment.

Usage:    linecoding  (b8zs|ami)  

fdl
When in Extended Super Frame mode, the DeskLINK contains a Facility Data Link (FDL) controller which supports both ANSI T1.403 and AT&T 54016 standards. The FDL controller collects a variety of performance measurements during the T1 link operation.  These statistics are collected in 15 minute intervals.  It is possible to view the statistics for the current 15 minute interval and the last 24 hours (96 intervals) and to compute the totals for the last 24 hours.  The FDL may also receive statistics collected by the Far End interface across the FDL channel.  These statistics can also be displayed from the command interface.

The user must select which, if any, of these protocols are in use on the T1 WAN link.

   Usage:    fdl  (ansi_403|att_54016)  

buildout

Use this command to change the physical buildout characteristics (in dB units) of the T1 Line Driver

Usage:    buildout  (0|-7.5|-15|-22.5|dsx 134|dsx 267|dsx 400|dsx 534 )  

far_end_prm

This command enables the far end performance monitoring of the fdl channel

Usage:    far_end_prm  (enable|disable)

framing

The DeskLINK supports both Super Frame (D4) and Extended Super Frame (ESF) T1 formats,  as defined by ANSI T1.403. Use this command to select the preferred framing mode. Note that only under ESF mode, the FDL statistics collection is active.

   Usage:    framing  (esf|d4)  

loopback

Use this submenu to set a loopback mode. Loopback should be used only for testing purposes.

Usage: loopback  (none|payload|line|local|up|down)
When payload loopback is selected, the 192 bits of the payload data from the receive side will be looped back to the transmit side. The FPS framing pattern, CRC6 calculation, and the FDL bits are not looped back.

When line loopback is selected, all the recovered 193 bits of the frame will looped back to the transmit side.

When local loopback is selected, data will continue to be transmitted as normal.  The data received from the line will be replaced with the data being transmitted.

sendcode

This submenu is used to force the remote side to enter or exit a loopback mode. The sendcode is transmitted via the FDL channel. It should be used for testing purposes only.

   Usage:    sendcode  (none | lineloop | payloadloop | resetloop)  

none: Remote side should send normal data. This must be the default device setting under normal operating condition.

lineloop: force to send a request for a line loopback

payload: force to send a request for a payloadloopback

resetloop: force to send a loopback termination request

timing
Set the DeskLINK to local (master) or loop timing
    Usage:    timing  (loop|master)  

 Statistics

Main statistics menu can be found at the root level.

This menu provides the user an insight into the current device statistics. The statistics are available for the following items:

->DeskLINK:statistics$ ?

   snmp         learned       interfaces      sysuptime       

   v35             clear           lec                  t1>             

   atm            aal5             up                   top             

   exit            ?               

1.16.3.8 SNMP statistics

This menu displays the SNMP agent statistics:

->DeskLINK:statistics$sn
SNMP Agent Traffic

InPkt        
OutPkt       
Traps       

32             
35           

1     

Field
    Description

InPkt
Total number of valid packets received on this port, including SNMP port.

OutPkt
Total number of successfully transmitted packets on this port.

XE "traps"Traps
Total number of traps set on this port.

1.16.3.9  MAC Learning table 

This menu displays the current MAC table information:

->DeskLINK:statistics $ le

Bridge Forwarding Table

-----------------------

Address                  Port Seen           Status              VCC       

00:20:70:00:12:30    0                         Self                   n/a       

08:00:20:21:70:4d   1                          Learned           n/a       

Address is the MAC address

Port seen is the physical port at which this MAC address was found.

0=Represents this unit

1=Ethernet; 2,3,4=ATM Interface

Status informs the current entry status.

Self=This Unit; Learned=Saw address com from another port

VCC displays the ATM VPI/VCI on which this MAC has been learnt. This is valid only for devices that were learned over an ATM port

Interface statistics

This menu displays the interface ports statistics:

->DeskLINK:statistics$in

Interfaces Characteristics

Index Description                                

Speed   

Admin   Oper   

1     Ethernet                         


10.0000            
up      
  up      

2     E1 Interface                     


2.0480  

up      
  up      

3     ATM layer                        


0.0000  

up            up      

4     ATM Adaptation Layer 5          

0.0000  

up      
  up      

5     LAN Emulation standard                      

0.0000  

up      
  up      

6     V35                              


0.0560  

up      
  up      

7     Frame Relay Network  Interworking   
             
0.0000  

up      
  up      

Interfaces Counters

Index      InPkt       
InEr      InDisc   OutPkt   OutEr    OutDisc    

1             2374        
0           0           60          0           0          

2             0          

0           0           0            0           0          

3             0           

0           0           0            0           0          

4             276         
0           0           189        0           0          

5             0           

0           0           0            0           0          

6             206         
0           0           195        0           0          

7             0           

0           0           0            0           0          

The Interface Characteristics table items are as follows:

 INDEX indicates the port number. This index is used in all other menus as a reference.

 DESCRIPTION describes the type of port

 SPEED is the port speed in Kbits per second

 ADMIN is the configured administrative status of the port (UP or DOWN)

 OPER is the actual operational status of this port

The Interface Counters table items are as follows:

 INDEX indicates the port number

 INPKT is the total number of valid packets received at this port

 INERR is the total number of errored packets received at this port

 INDISC is the total number of valid packets that have been discarded at this port.

 OUTPKT is the total number of successfully transmitted packets at this port

 OUTER is the total number of valid packets that have experienced a transmission error (late collision, excessive collision, etc.)

 OUTDISC is the total number of valid packets that should have been transmitted out of this port, but have been discarded. Discards may occur when too many packets are received and can be transmitted onto the ATM due to rate mismatch between the Ethernet (10Mbps) and the ATM (1.5Mbps for T1, 2Mbps for E1).

1.16.3.10  System Up Time

This commands shows the elapsed time from last reboot:

->DeskLINK:statistics$ sy

Time since last boot: 1 day 35 min 55 sec 

V.35

This command displays the V.35 port status:

->DeskLINK:statistics$ v

V35 Status

Index
            Mode    Status  
Signals

 6        

DTE       UP  
DSR=ON   CD=ON  CTS=ON

Index
Indicates the port number.

Mode
Clocking state of this port.

Status
UP indicates that this port is operational. DOWN indicates that this port is not functioning.

Signals
 Indicates physical level configurations.

1.16.3.11 Clear

This command enables to reset the statistical counters of the INTERFACE, ATM or SNMP 

Usage:    clear  (interfaces|aal5|snmp)

1.16.3.12 LEC status

lec command allows the user to view the state and the ATM addresses of the LEC and the LES of the  Emulated LAN :

DeskLINK::DeskLink11:statistics~ lec

LEC statistics

ELAN Name  : ELAN-3

LEC        : 47.00.05.80.FF.E1.00.00.00.F2.1A.22.25.00.40.0D.50.0B.C7.02

LES        : 47.00.05.80.FF.E1.00.00.00.F2.1A.22.25.00.20.48.1A.22.25.15

STATE : Operational         

UNI Status : Up

ILMI Status: Up

The parameters are defined as follows: 

Name 
This is the name of the ELAN 

LEC 
This is the ATM address the LEC (this DeskLINK) has used to register itself with the LES after joining the ELAN. 

LES 
This is the ATM address of the LES (LAN Emulation Server) that the LEC used to join the ELAN with name defined in the "Name" field. 

STATE 
This field determines the state of the ELAN. The ELAN must have this field as "Operational" after a successful join. If the state is different then this means the LEC is no more part of this ELAN. 

1.16.3.13 T1 status

This submenu displays the status of the T1 performance monitoring:

->DeskLINK1:statistics:t1$ ?

   nearend         farend          up              top             

   exit            ?               

nearend  

Show the near end line statistics

Current T1 NearEnd Statistics

Index                                    
2

Errored Seconds                         
0

Severely Errored  Seconds          
0

Severely Erred Fram                     
0

Unavail. Sec.                            
0

Control Slip Sec.                        
0

Path Coding Violations                
0

Bursty Erred Sec.                        
0

Line Code Violations                   
0

Index:


Indicates the port number.
Errored Sec.
Any second in which one or more CRC6 or Line Code Violations errors had occured.
Severely Erred Sec.
Any second in which  1544 or more CRC6 and/or Line Code Violations errors had occured.
Severely Erred Fram
Any second in which one or more Out of Frame errors had occured



Unavail. Sec.
Unavailable seconds are a count of one-second intervals during which service is unavailable. Service is declared unavailable at the onset of ten consecutive Severely Errored Seconds. Service is declared available again at the onset of ten consecutive seconds with no Severely Errored Seconds. 
Control Slip Sec.
A count of one-second intervals with one or more controlled slips, where a controlled slip is an occurrence of a replication or deletion of a DS1 frame by the receiving terminal.

Path Code Violations
CRC6 errors 


Bursty Erred Sec.
Any second in which two or more, but less then 1544 CRC6 and/or Line Code Violations errors had occured.
Line Code Violations
Bipolar Code Violations or exessive zeros.


farend
Show the far end line statistics
Current T1 FarEnd Statistics

Index                                   
 2

Time Elapsed                             
0

Valid Intervals                          
0

Errored Sec.                             
0

Severely Erred Sec.                      
0


[image: image14.wmf]
NOTE:
T1 performance monitoring is active ONLY when the framing mode is ESF.

The presence of errors on the T1 line does not necessarily indicate a problem with the DeskLINK.  Errors will occur any time the unit is powered on and the T1 connection is not properly configured or connected.

After the unit has been configured for proper T1 operation and is connected to a good T1 line, the error statistics should remain virtually constant.  The DeskLINK will operate with line errors at a Bit

 Error Rate (BER) as low as 10-4.  The current T1 statistics are updated every 15 minutes and the total statistics are updated every 24 hours.  If, after 15 minutes, no T1 errors have occurred, the current T1 errors will reset to “0.”  The same is true for the total T1 errors after 24 hours.

ATM status

This command shows the ATM sublayer setting

->DeskLINK:statistics$ atm

ATM Configuration Parameters

Port                          
3

configured vccs               
7

max active vpi bits           3

max active vci bits           10

ilmi vpi                      
0

ilmi vci                      
16

Port


Number of the port.

Configured VCCs
Total number of Virtual Channel Connections in this port.

Max Active VPI Bits
Maximum Virtual Path Identifier bits that are active on this port.

Max Active VCI Bits
Maximum Virtual Channel Identifier bits that are active on this port.

ILMI VPI

Virtual Path Identifier used for Interim Local Management Interface. They allow the network service provider to manage a device on a separate PVC, which is always 0,16.

ILMI VCI

Virtual Channel Identifier used for Interim Local Management Interface. They allow the network service provider to manage a device on a separate PVC, which is always 0,16.
ATM TC_SUBLAYER

Index        Alarm state           HEC Errors

    3             normal                   24

Port

Number of the port.

Alarm State
Indicates the status of the Cell Delineation state machine.

XE "HEC Errors"HEC Errors
Reflects the HEC error counter as read from the hardware. It is an 8 bit rollover counter that cannot be reset in the software.

ATM VCLs

Port   Vpi   Vci  OperStatus  
AdminStatus 
Alarms

    3     0    50 
 unknown     
up          
none

    3     0    51  
unknown     
up          
none

    3     0    16  
up

up          
none

    3     0     5  
up          
up         
 
none

    3     0   182  
up         

up         

 none

    3     0   183  
up      

up         

 none

    3     0   184  
up          
up          
none

    3     0   185  
up          
up          
none

    3     0   186  
up          
up          
none

Port

Number of the port.

VPI

Number of Virtual Path Identifier on this port.

VCI

Number of Virtual Channel Identifier on this port.

Oper Status
Indicates state of the actual virtual connection link (VCL).

Admin Status
Indicates state of the configured VCL.
AAL status

This command shows the ATM AAL level statistics, per VC

->DeskLINK:statistics$ aal
AAL5 VCCs

---------

 Port   Vpi   Vci CrcErrors SarTimeouts OverSizedSdus

    4     0    50         0           

0             0

    4     0    51         0           

0             0

    4     0    16         0          

0             0

    4     0      5         0           

0             0

    4     0   182        0           

0             0

    4     0   183        0           

0             0

    4     0   184        0           

0             0

    4     0   185        0           

0             0

    4     0   186        0           

0             0

AAL5 VCC Statistics

-------------------

Index  Vpi  Vci    outPkts     inPkts    outKbps     inKbps

    1    
0   16        511        510          
0          0

    2    
0    5       2413       2415         
0          0

    3    
0  182         81         81           
0          0

    4   
0  183         71          2            
0          0

    5   
0  184          0         79            
0          0

    6    
0  185        462          0           
0          0

    7    
0  186          0       1266          
0          0

VPI


Number of Virtual Path Identifier on this port.

VCI


Number of Virtual Channel Identifier on this port.

Crc Errors

Number of AAL5 CRC errors.

SarTimeouts

Number of times Segmentation and Reassembly timed out.

OverSizedSdus
Data packet with size exceeding 1536 bytes

InPkts


Number of received packets on this port

outkts


Number of transmited packets on this port

outKbps

Number of transmitted bytes on this port

inKbps


Number of received bytes on this port

OverSizedSdus
Data packet with size exceeding 1536 bytes

1.16.4 Operations

Main operation menu can be found at the root level.

This menu allows the user to perform system maintenance and operations as follows:

->DeskLINK:operation$ ?

reboot          password>       init_defaults   rows

timeout         ping>           up              top

exit            ?           

reboot enables the user to reboot the device. This option must be confirmed.
->DeskLINK:operation$ re

to reboot type y/Y, otherwise type any key: 

password enables the user to modify the user or admin level password. This option must be confirmed.
->DeskLINK:operation:password$ ?

   supervisor      user            up              top             

   exit            ?               

The DeskLINK contains non-volatile memory which holds the configured values for its operation.  Values such as Internet Protocol (IP) address, connectivity information, etc. are stored in this memory automatically and retrieved upon power up.

The contents of the non-volatile memory may be reset to the factory defaults.

init_defaults restores the DeskLINK to factory defaults
->DeskLINK:operation$ in

to restore Factory Defaults in non-volatile memory

(except Boot Parameters) and reboot type y/Y, otherwise type any key: 

Resetting factory defaults does not take effect until the unit is reset.  When the unit is next reset, all non-default configurations will be lost.

When the unit is reset after factory defaults have been loaded, the default boot method is via the network.

rows  command defines the number of rows in the attached terminal for the current session. the default is 24.

   Usage:    rows  <int>  

timeout  command defines the number of minutes of user inactivity after which the current session will be logged out. Default is 5 minutes.


Usage:    timeout  <minutes for no activity> 

Ping  submenus allows the user to run a ping session to a remote IP node:

start           stop            up              top

exit            ? 

start  command starts the ping session

Usage:    start  <ip address>  <numofpings or 0 forever>

stop  command terminats the ping session

2. Maintenance

This section describes the DeskLINK Light Emitting Diodes (LEDs), how to load new software and maintenance procedures.

2.1 System LEDs

The DeskLINK provides 12 LEDs indicating system status.
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In normal operation the LED's have the following meaning:

LED
Color
Description when lit

Discard
Yellow
Packet discard due to congestion

System & line Status
Green

Red

Orange
Normal operation, Synced to line

Internal error &  no sync

No sync to line

T1/E1 Red Alarm
Red
Loss of carrier on the T1/E1 line

T1/E1 A1 Alarm
Yellow
Receipt of a yellow alarm on the T1/E1 line (remote end alarm)

T1/E1 A2 Alarm
Yellow
Receipt of blue alarm (AIS)

Serial Port
Green
V.35 traffic being relayed

Serial Port
Red
V.35 error occurred

LAN Port
Green
Ethernet traffic being relayed

LAN Port
Red
Ethernet error occurred

ATM Port
Green
ATM traffic being relayed

ATM Port
Red
ATM error occurred

DeskLINK LEDs

2.2 Power Up

During power up, the LEDs have the following meaning:

·
All LEDs are on for few seconds- Power up test in progress.

·
Blue | Yellow LED is Flashing - Power up fatal failure, nothing running.

·
Line & System Status Red LED is on - Power up error, the user may use the supervisory port to view the  report on the power up tests.

Version Upgrade

In order to download software into the DeskLINK, perform the following operations:

1. Set the correct information for the loader, either during power up procedure, as described in Section 5.1, "Default Configuration," or by using the appropriate commands in the management “configuration:boot” menu

2. Set the appropriate name and IP address

3. Set Server name and  IP address

4. Set boot file name, user name and password at the host

5. Set boot device to “network”

6. Set boot protocol

7. Reboot the DeskLINK.

2.3 Troubleshooting

Should the DeskLINK experience communications difficulties, the cause of the failure might be seen by viewing the self test results during power up sequence, as shown in para 5.1.

Appendices

2.4 Appendix A - Specifications

This appendix details the specifications for the DeskLINK.

Network Interface Port

T1 4-wire DSU/CSU (DeskLINK-T1) or E1  (DeskLINK-E1)

DeskLINK-T1 - supports ESF and D4, B8ZS coding; DSX-1 optional

DeskLINK-E1 - per G.703

Protocols:  ATM AAL5; supports ATM PVCs

Supervisory Port

RS-232 on RJ45 jack, async at 9.6 Kbps nominal, 300 - 38400 configurable

Supports SNMP and ASCII management via Telnet or console port

LAN Port

Ethernet at 10 Mbps on 10Base-T or AUI 

Protocols:  transparent Ethernet Bridge (IEEE 802.1d Spanning Tree), MAC layer bridging. ATM LAN Emulation Client support will be provided at later s/w releases.

Serial User Port 

V.35  at maximum rate of 1.2Mbps

Protocols:  Frame Relay (AnnexA) / ATM network interworking

Environment

Dimensions:  9.75 x 3 x 9.5 inches

Weight:  8 lb. unit, 2 lb. power supply

Temperature:  0º to 50º C, 32º to 120º F

Humidity:  20 to 90% non-condensing at 24º C (75º F)

Altitude:  10,000 ft. max. (3,000 meters)

Supply:  Auto Ranging 110/220Vac, 50/60Hz, 12Watts
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Appendix B - Cable Pinouts

The pinouts for cable connectors used on the DeskLINK are shown in this appendix.

B.1  RJ-45, 10Base-T

Below is the pinout for an RJ-45 (10Base-T) connector.
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B.2  RJ45, SUP Port

Below is the pinout for an RJ45 Supervisor Port connector.
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B.3    T1/E1

Below is the pinout for the T1 RJ connector.
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Note:  In order to comply with FCC part 68 requirements, use a cable plug that fits RJ48C at the connection to the network wall jack, according to the following scheme:
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B.4  V.35 port - DB25 Female

Signal Name
Type
to
A
B

Shield
DC

1


GND
DC

7


Tx Data
Differential
DCE
2
14

Rx Data
Differential
DTE
3
16

RTS
RS232
DCE
4


CTS
RS232
DTE
5


DSR
RS232
DTE
6


DTR
RS232
DCE
20


DCD
RS232
DTE
8


DTE_Tclk
Differential
DCE
24
11

Tx Clk
Differential
DTE
15
12

RxClk
Differential
DTE
17
9

B.5  AUI- DB15 Female with slide latch

Signal Name
Type
Pin #

Shield
DC
1

GND
DC
6

+12V
DC
13

Tx+
10BaseT
3

Tx-
10BaseT
9

Rx+
10BaseT
5

Rx-
10BaseT
12

CLS+
10BaseT
2

CLS-
10BaseT
9

B.6  Supervisory Cable adapter to DB25

DB25 Signal Name
Type
Pin #

GND
DC
7

Tx 
RS232 out
2

Rx
RS232 in
3
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Appendix C - Service and Repair Procedures

2.4.1  Service

HyNEX ltd. provides Technical Assistance for all HyNEX products.  Customers can reach the HyNEX Technical Assistance Center by calling 972-9-970-4110.  When the call is answered, the Administrator will request the following information:

•
Customer Name

•
Customer Location

•
Telephone Number

•
Equipment Description

•
Problem

•
Additional Information

Having this information ready at the time of the call will best allow the Technical Support Representative to assist you.

2.4.2  Repair

In the event that repairs to the equipment are required, the Customer must obtain a Return Authorization (RA) from HyNEX in order to return the equipment to the factory.  The RA can be obtained by phone, fax or letter by contacting the Repair Department at the following address:

HyNEX

Hutsot Shefayim Building

P.O.B 286, Shefayim 60990

Israel

Tel: (+972) 9 970 4110

Fax: (+972) 9 970 4210

Email: info@hynex.com
Web: http://www.hynex.com
2.4.3  Return Merchandise Authorization Policy

Please follow these instructions to ensure proper service of your product(s) and customer account.

Return Policy & Procedures (ALL):
•
All returns, including for credit, must be shipped freight pre-paid.  HyNEX will return ship all repairs UPS ground, or a similar service, pre-paid to the customer.

•
All returns MUST display a valid Return Authorization (RA) number on the outside of the package.  Any product returned without an RA number will be refused.

•
RA numbers are valid for thirty (30) days from the date of issuance.

Return Policy & Procedures for Credit:

In addition to meeting the above criteria for ALL products (above), returns for credit must follow these rules:

A.
ALL Return for Credit RA numbers are issued by the Accounting Department.

B.
The model being returned must be a current stocking product.

C.
To receive credit, all returns must be in new condition with the original box and contents, including cables and manuals.

D.
The product must be received no later than thirty (30) days from the date of invoice.

E.
All authorized and acceptable returns, other than those covered by the D.O.A. or Warranty Return Policy (below) will be subject to a 15% inspection and restocking fee.

F.
All returns for credit must be approved by the salesperson for your account/region.  This must be coordinated before an RA number will be issued.  Equipment returned without a valid RA number will automatically be refused.

Return Policy & Procedures for D.O.A and Warranty Return:

In addition to meeting the above criteria for ALL products (above), D.O.A. and Warranty Returns must follow these rules:

A.
D.O.A. is defined by the manufacturer as any product which experiences a failure directly out of the factory box or fails within thirty (30) days from the date of purchase.

B.
All warranties are for factory repair, not replacement, of the product.  This applies to dealers and distributors, as well as direct customers.  Equipment meeting the D.O.A. definition as listed in item (A) will be replaced upon receipt of the defective equipment.

C.
At the discretion of the manufacturer, when a product is deemed non-repairable it may be replaced with an equivalent model during the warranty period.

D.
If a product is deemed to have failed for reasons other than those covered by the warranty, the standard repair charge will be assessed for services rendered to the product.  A basic charge of $75.00 per unit will apply when the customer decides not to repair the product.

E.
If a product is returned for repair and found to be in operating order (i.e., no problem found), a bench charge of $75.00 per unit will be assessed for testing and materials.

* The Technical Support Department hours are Sunday through Thursday, 8:00am to 6:00pm (Israel time).  The Support number is 972-9-970 4110.

* The Sales Department is responsible for handling sales of replacement power supplies, firmware upgrades and like items to customers/dealers.
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Appendix D - Ordering Information

Following is a list of products currently being sold by HyNEX.  To order parts, contact HyNEX at:

HyNEX

Hutsot Shefayim Building

P.O.B 286, Shefayim 60990

Israel

Tel: (+972) 9 9704110

Fax: (+972) 9 9704210

Email: info@hynex.com
Web: http://www.hynex.com
Accessories

Description

Console port Cable

Power Supply

Appendix E - Warranty Information

HyNEX ltd.

PRODUCT WARRANTY

HyNEX warrants that the Product shall be free from defects in material and workmanship for a period of twelve (12) months from the date of shipment to the end user, or fifteen (15) months from date of manufacture, whichever is shorter.

HyNEX's liability shall be limited to either repair or replacement of the defective product, at HyNEX's option.

HyNEX shall incur no obligation under this warranty if (1) the allegedly defective goods are not returned to HyNEX within 30 days of the discovery of the alleged defect, or (2) if HyNEX's verifiable tests disclose that the alleged defect is not due to defects in material or workmanship.

HyNEX MAKES NO EXPRESS OR IMPLIED WARRANTIES REGARDING THE QUALITY, MERCHANTABILITY OR FITNESS OF THE PRODUCT FOR A PARTICULAR PURPOSE.  HyNEX SHALL NOT BE RESPONSIBLE FOR CONSEQUENTIAL, INCIDENTAL OR PUNITIVE DAMAGES, INCLUDING, BUT NOT LIMITED TO LOSS OF PROFITS, OR DAMAGES TO BUSINESS OR BUSINESS RELATIONS.  THIS WARRANTY IS IN LIEU OF ALL OTHER WARRANTIES, EXPRESS OR IMPLIED.

HyNEX will process requests for the repair of products sold pursuant to this agreement according to the following policy:

1.
No Product will be returned without prior authorization.

2.
All requests for return of Product should be made to HyNEX.  HyNEX's Service Representative will obtain all necessary information from the customer for processing the return and issuing a Return Authorization (RA) number.

4. Defective Product must be returned by the Customer in static protective material, securely packaged to prevent damage in transit, and shipped prepaid with the RA number written on the outside of the package to one of the following addresses:

HyNEX

Hutsot Shefayim Building

P.O.B 286, Shefayim 60990

Israel

Tel: (+972) 9 9704110

Fax: (+972) 9 9704210

Email: info@hynex.com
Web: http://www.hynex.com
HyNEX c/o Barnes Networth

245 Fifth Ave., Suite 701,

New York, NY 10016

Tel: 001.212.685.1700

Fax: 001.212.685.6468

E-mail: maia@barnworth.com

4.
HyNEX will use commercially reasonable efforts to either repair or, at its option, replace defective Products covered under warranty within fifteen (15) working days of receipt.  The warranty period for repaired or replaced Products shall be the remainder of the original warranty or ninety (90) days, whichever is greater.  Product will be returned to the customer prepaid via UPS Groundtrac service.  Expedited freight is at customer's expense.

5.
Products found to be operable after testing (e.g., no trouble found), according to HyNEX's current manufacturing standards, will be subject to a $75.00 per unit handling charge.

6.
HyNEX will use commercially reasonable efforts to either repair or replace, at its option, defective Products not covered under warranty, within fifteen (15) working days of receipt.  The warranty on serviced Products is ninety (90) days measured from the date of service.  Out-of-Warranty flat rate repair charge is $175 and is subject to change without notice.

7.
HyNEX will use its best efforts to ship replacement Product within 24 hours of request in emergency situations.  Charges for emergency service shall be the then current list price of the Product, plus seventy-five ($75.00) dollars per unit for handling and expedited shipping charges.

8.
Overnight and express shipments from HyNEX to the customer will be at the customer's expense.

2.5 Appendix F - Customer Information

1.  This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a commercial environment.  This equipment generates, uses and can radiate radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio communications. However, there is no guarantee that the interference will not occur in a particular installation. Operation of this equipment in a residential area is likely to cause harmful interference in which case the user will be required to correct the interference at his own expense.

2.  The DeskLINK complies with the FCC Part 68 Rules. On the side panel (bottom) of this equipment is a label, that contains among other information, the FCC Registration Number. If requested, this information must be provided to the Telephone Company.

3.  The user is cautioned that any changes or modifications not expressly approved by the  party responsible for compliance could void the user’s authority to operate the equipment

4.  A FCC compliant connector (RJ-48) is provided with this equipment. This equipment is design to be connected to the telephone network or premises wiring using a connector (RJ48C) which is Part 68 compliant (manufactured by Stewart, P.N. SS-6488-S-A-FLS-50). See Installation Instructions for details. 

5.  The DeskLINK is provided with the following digital interfaces:
Digital port (T1, 1544 kbps)
Order code - 6.0F
FIC - 04DU9-DN or 04DU9-1SN
Connector - RJ48C

6.  If the DeskLINK is not operating properly it may cause harm to the telephone network and the Telephone company will notify you in advance that temporary discontinuance of service may be required. If advance notice is not practical, you will be notified as soon as possible. Also, you will be advised of your right to file a compliant with the FCC if it is necessary.

7.  The telephone company may make changes in it’s facilities, equipment, operations or procedures that could affect the operation of the equipment. If this happens the telephone company will provide advance notice in order for you to make necessary modifications to maintain uninterrupted service.
8.  If trouble is experienced with the DeskLINK, for repair or warranty information please contact SERVICE Center:

HyNEX

Hutsot Shefayim Building

P.O.B 286, Shefayim 60990

Israel

Tel: (+972) 9 9704110

Fax: (+972) 9 9704210

Email: info@hynex.com
Web: http://www.hynex.com
HyNEX c/o Barnes Networth

245 Fifth Ave., Suite 701,

New York, NY 10016

Tel: 001.212.685.1700

Fax: 001.212.685.6468

E-mail: maia@barnworth.com

9.  If the equipment is causing harm to the telephone network, the Telephone Company may request to disconnect the equipment until the problem is resolved.

10.  The DeskLINK installation is described in Section 4 of the DeskLINK User Manual. Connection to telephone company provided coin service is prohibited. Connection to party lines service is subject to state tariffs.
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